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Abstract of the contribution: a procedure on move to local MBS services is proposed.
1. Discussion
It is desirable to avoid changing MBS group ID (e.g. TMGI) and its multicast service session IDs when the UE switching to the local MBS services. Otherwise constant updates of the UEs and complex detection procedures or configuration with location dependent multiplex session IDs are required.
Moreover, an MBS group ID is shared among multiple AFs. And some AFs may provide local services by their local AFs, but other AFs don’t provide. 

For example, some multicast services are supporting some local MBS services (i.e. there are some local AFs), but some do not support local MBS services (i.e. do not provide different MBS contents for the local service area; no local AFs). 
So, a single MBS group ID and multicast service session ID is assigned for a multicast group regardless of whether UE is using Local MBS services. For the multicast services supporting local MBS services, when the UE moves into the local MBS service area and request its supporting local MBS services, depending on the UE location and UE request for joining the local MBS services, localized nodes (e.g. local MB-UPF, local MBSU, local AF etc.) are used for the local MBS services in place of (non-local) MB-UPF/MBSU/AFs.
2. Proposal
It is proposed to add the following changes into TR 23.757.
* * * * First Change * * * * 

6.0
Mapping of solutions to key issues

Editor's note:
This clause describes the mapping between solutions and key issues.

Table 6.0-1: Mapping of solutions to key issues

	
	Key Issues

	Solutions
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MBS session management
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Levels of authorization for MC
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QoS for MC and BC
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BC TV and Radio services
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Local MBS
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MC-UC delivery mode switch
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* * * * Second Change * * * *(new text) 

6.x
Solution #xx: Move to Local Multicast services 

6.x.1
Functional description

This solution addresses Key Issue #6 and proposes a local multicast service procedures based on the MBS reference architecture alternative 2 (see clause A.2) and solution #6.

When the AF requests the MBSF to provide a multicast service, the AF provides the multicast service related information that may include service type, target (local) service area, target service UE group, QoS requirement information, and its local service availability (including e.g. local AF ID or address), where the service type indicates which kinds of MBS services e.g. V2X services, etc., and target service area indicate the area in which the contents provider wants to provide service.

The MBSF setup the MBS service session for the multicast service. AF or MBSF announces the MBS services, which deliver the MBS service specific parameters e.g. DNN info, MBS service session ID, target service UE group ID, target service area, its local service availability (including e.g. local AF ID or address, local MBSU address), etc. to UEs. Then, the UE in local MBS service area may join the local multicast service for the MBS service session with local MBS indication via PDU session establishment/modification procedure, which the MB-SMF may verify by UE SM subscription information and notify the UE’s multicast joining request to the MBSF. In case of local MBS service, a local MBSU is selected by the MBSF and the MBSF requests the MB Session setup with the MB-SMF, which may get authorization for the QoS profile from the PCF.
The MB-SMF setup the MB Session based on the MBS service session ID, target service UE group ID, etc., and associates with the PDU session. During the PDU session establishment/modification procedure, the MB-SMF sets up the shared N3 tunnel between NG-RAN and local MB-UPF and the UE obtains the radio resource information to receive the MBS traffic. The shared N3 tunnel for non-local MBS service, if exists for the MBS service session ID and target service UE group, should be replaced with the shared N3 tunnel for local MBS service to the NG-RAN.

Based on the MBS capability of the NG-RAN in the local MBS service area, individual N3 tunnel may be released or deactivated.

6.x.2
Procedures

6.x.2.1
MBS Session initiation procedure for Local MBS services
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Figure 6.6.2.1-1: MBS session initiation procedure for local multicast service

The figure depicts MBS session initiation procedure for local multicast service as follows.
For (both local and non-local) MBS service setup:

1.
Third party contents provider (or AF) requests MBS service(s) to MBSF (optionally via NEF) with service characteristics (e.g. service type, optional target (local) service area, DNAI corresponding to a target (local) service area, target service UE group, etc.), where the service type indicates which kinds of MBS services e.g. public safety or V2X services, etc., and target service area indicate the area in which the contents provider wants to provide service. For the local MBS services, AF may provide target local service area. 
NOTE:
Based on the service type, target service area etc., AF may select an appropriate MBSF. The MBS service setup should be done for both local and non-local MBS services. 
2.
MBSF may check whether the AF is authorized to start the MBS service with PCF. And DNAI(s) corresponding to local service area is delivered to the PCF. If DNAI information has not come from AF, the MBSF provides the corresponding DNAI information to the local service area, which may get from O&M.  
3.
If the MBS service session is authorized, MBS service session is setup and its information (e.g. MBS service session ID, address information of the MBSU, etc.) is selected by the MBSF. For local MBS services, a local MBSU is selected and notified to the local AF in the next step. 
4.
The MBSF notifies the MBS service session information to the content provider or AF, which may have information for both local and non-local MBS services.
5.
MBS service announcement can be delivered to UEs in the target service area on application level, which includes the MBS service specific parameters e.g. DNN, MBS service session ID, its local MBS service support indication, target service UE group ID, target service area, etc. by AF or MBSF.
6. the UE detects in the local service area.
For UE joining the local multicast services:

7. If the UE belongs to target service UE group, the UE may join the multicast services via control plane (i.e. PDU session establishment procedure, where the same MB-SMF is selected based on its DNN info, MBS service session ID, target service area, etc.) with local MBS indication, which is verified based on the UE SM subscription information. In addition, the MB-SMF may notify the MBSF of the UE joining for the local multicast services.
8. the MBSF takes an appropriate local MBSU for the local multicast services, which may be selected by DNAI or target local service area.

For MB Session setup:

9.
MBSF requests an MB session setup to MB-SMF 
10.
The MB-SMF may get service authorization including authorized QoS info and DNAI from PCF, which is authorized for the target service UE group.

11 & 12.
The MB-SMF selects a local MB-UPF and establishes a transport tunnel between local MBSU and local MB-UPF for shared delivery of the MBS data.

13.
If the UE has joined, the MB-SMF associates the PDU session with the corresponding MB Session, based on the target service UE group, MBS service session ID, etc.
In the case that shared N3 tunnel does not exist yet for the local MBS service area:

14-16.
For data transport of shared delivery, the MB-SMF establishes shared N3 tunnel with the NG-RAN(s) to the local MB-UPF. NG-RAN decides delivery mode of the MBS data i.e. point-to-point delivery or point-to-multipoint delivery e.g. based on the UE population sharing the target service UE group, MBS service session ID, etc. The remaining PDU session establishment procedure may be performed together and the NG-RAN notifies the information on the RAN resources for point-to multipoint mode to the UE via RRC signalling.

· if shared N3 tunnel exists as non-local MBS service for the MBS service session ID and target service UE group, the NG-RAN should not receive the corresponding MBS data from the (non-local) MB-UPF. So the corresponding MB session (dedicated to the non-local MBS service) should be deactivated to the NG-RAN.
· Individual N3 tunnel should not be setup or deactivated by step 14 ~ 16 if the MB-SMF detects that the whole local MBS service area is coved by MBS-capable NG-RANs, which are based on notification from the AMF based on N2 setup messages (e.g. NG-RAN’s MBS-capability can be known to the AMF by its Cell ID or capability indication). 

6.x.3
Impacts on services, entities and interfaces

Editor's note:
This clause describes impacts to services, entities and interfaces.
MBSF:
-
The MBSF generates and manages MBS service context and request an MB session setup to the MB-SMF

-
The MBSF controls the (local or/and non-local) MBSUs for user plane management, which is a media anchor of MBS traffic in 5GS.
-  The MBSF may translate target MBS service area (e.g. Cell ID list or TAI list) into DNAI info.

MB-SMF:
-  The MB-SMF setup the MB session, which is used for the transport of shared delivery.
-
The MB-SMF manages the MB session context for shared delivery, and associate & manages together the UE’s PDU session context for individual delivery.
-  The MB-SMF send the association information b/w shared delivery and individual delivery to the NG-RAN.
-  may decide whether the N3 tunnel for individual delivery should be kept or deactivate, which is based on whether MBS capability of NG-RANs in the local service area. 

AMF:

-
The AMF is enhanced to support MB session management b/w NG-RAN and MB-SMF.
-  may notify MBS capability of NG-RANs in the local service area to the MB-SMF.
MB-UPF:

-
It supports shared tunnel for shared delivery method.
NG-RAN:
-
It supports shared tunnel for shared delivery method.
-
The NG-RAN receives the association information from the MB-SMF and stores it, which may identify the UEs to receive MBS data traffic via shared delivery method.
-  The NG-RAN may decide RAN delivery mode for MBS data traffic from shared delivery method i.e. PTP v.s. PTM 

N3:

-
A shared tunnel on this interface is established for an MB session.
UE:

-
UE need to indicate its joining on the local MBS service as part of the NAS message (e.g., PDU Session establishment/modification request).

* * * * End of Changes * * * * 
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